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Bevezetés a haldzatok vilagaba

Alkalmazasi réteg

0OSl és TCP/IP-modellek felelevenitése

A hdldzati szakemberek mind széban, mind pedig az irott mlszaki dokumentaciéban az OSI és a
TCP/IP modelleket egyarant alkalmazzak (lasd abra). Ezeket a modelleket hasznalhatjak a protokollok
és az alkalmazasok viselkedésének leirasara.

Az OSI-modellben az adat rétegrdl-rétegre halad, elindulva a forrasallomas alkalmazasi rétegébdl,
haladva lefelé a hierarchiaban a fizikai rétegig, at a kommunikaciés csatornan egészen a
célallomasig, ahol aztan elindul felfelé a hierarchiaban egészen az alkalmazasi rétegig.

Az alkalmazasi réteg mind az OSI mind a TCP/IP-modellnek a legfelsé rétege. A TCP/IP-modell
alkalmazasi rétege szamos, a végfelhasznaloi alkalmazasok szolgaltatasaihoz szliikséges protokollt
tartalmaz. A TCP/IP alkalmazasi rétegbeli protokolljainak funkcidi nagyjabdl az OSI-modell fels6 harom
rétegének, az alkalmazasi-, megjelenitési- és viszonyrétegnek felelnek meg. Az alkalmazasfejleszték
és gyartdk az OSI-modell 5., 6. és 7. rétegére hivatkoznak haldzati hozzaférést igénylé termékeik, pl.
egy web bongészd kapcsan.

Az alkalmazasi réteg

A végfelhaszndaldhoz az alkalmazasi réteg van a legkdzelebb. Ahogy azt az dbra is mutatja, ezaz a
réteg, amely az interfészt biztositja az altalunk kommunikacidéra hasznalt alkalmazasok és a mogottes
halézat k6zott, amelyen Gzeneteink tovabbitddnak. Az alkalmazasi rétegbeli protokollokat a forras- és
célallomasokon futd programok kdzotti adatcserére hasznaljuk. Szamos alkalmazasi rétegbeli
protokoll |étezik, és mindig vannak Uj, fejlesztés alatt allé protokollok is. A legismertebb alkalmazasi
rétegbeli protokollok a HTTP (Hypertext Transfer Protocol), az FTP (File Transfer Protocol), a TFTP
(Trivial File Transfer Protocol), az IMAP (Internet Message Access Protocol) és a DNS (Domain Name
System) protokoll.

A megjelenitési réteg
A megjelenitési rétegnek harom f6 funkcidja van:

* Megjeleniti a forrasallomasrél szarmazé adatokat, vagy atalakitja azokat a céladllomas altal
igényelt formara.

e TOmOriti az adatokat egy a céladllomas altal kitdbmoritheté formatumban.

« Titkositja az adatokat az atvitelhez, valamint a céldllomason visszafejti azokat.

Amint az dbran lathaté, a megjelenitési réteg az alkalmazasi réteg adatait alakitja at, valamint
hatdrozza meg az egyes fajlformatumokra vonatkozé szabvanyokat. Az ismertebb vided szabvanyok
kozé tartozik a QuickTime és az MPEG (Motion Picture Experts Group). A QuickTime egy videora és
hangra vonatkoz6 Apple Computer altal jegyzett szabvany, mig az MPEG szintén egy vided- és
hangtomoritésre, valamint kddolasra szolgalé formatum.

A halézatokon hasznalt ismertebb grafikus képformatumok k6zé tartozik a GIF (Graphics Interchange
Format), a JPEG (Joint Photographic Experts Group) és a PNG (Portable Network Graphics). A GIF és a
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JPEG rasztergrafikus képek tomoritésére és kddolasara szolgald szabvanyok. A PNG-t a GIF formatum
bizonyos korlatainak kikiiszobolésére, majd végll a formatum lecserélésére tervezték.

A viszonyréteg

Ahogy a neve is utal ra, a viszonyréteg feladatai a forras- és célalkalmazasok kdzétti parbeszédek
(munkamenetek) létrehozasa és fenntartasa. A viszonyréteg kezeli a parbeszédek kialakitdsahoz,
fenntartasahoz, valamint a megszakadé vagy hosszabb ideje tétlen viszonyok Ujrainditdsahoz
szikséges informacidcserét.

TCP/IP alkalmazasi rétegbeli protokollok

Mig az OSIl-modell megkulonbozteti az alkalmazasi-, megjelenitési- és viszony funkcidkat, addig a
széles korben ismert és hasznalt TCP/IP-alapu alkalmazasok egyesitik a harom réteg funkcionalitasat.

A TCP/IP alkalmazasi protokolljai szdmos népszerl internetes kommunikacids szolgaltatas formatumat
és vezérldinformacidit hatdrozzak meg. Ezen TCP/IP-protokollok kdzé tartoznak az alabbiak:

e Tartomanynév-kezeld rendszer (Domain Name System, DNS) - Ez a protokoll az internetes
nevek IP-cimekhez torténé hozzarendelését végzi.

 Telnet - Szerverekhez és hal6zati eszkdzokhoz vald tavoli hozzaférésre hasznaljuk.

e Egyszer( levéltovabbitd protokoll (Simple Mail Transfer Protocol, SMTP) - Ez a protokoll e-mail
Uzeneteket és csatolmanyokat tovabbit.

 Dinamikus allomaskonfiguralé protokoll (Dynamic Host Configuration Protocol, DHCP) - A
protokollt arra hasznaljuk, hogy egy allomashoz IP-cimet, alhalézati maszkot, alapértelmezett
atjarot és DNS szervert rendeljlink.

 Hiperszoveg tovabbitd protokoll (Hypertext Transfer Protocol, HTTP) - Ez a protokoll a vilaghald
weboldalait felépitd fajlokat tovabbitja.

« Fajlatviteli protokoll (File Transfer Protocol, FTP) - A protokollt rendszerek kozotti interaktiv
fajlatvitelre hasznaljuk.

« Fajlatviteli protokoll (File Transfer Protocol, FTP) - Ezt a protokollt kapcsolat nélkili aktiv
fajlatvitelre hasznaljuk.

» Rendszerbetdlto protokoll (Bootstrap Protocol, BOOTP) - Ez a protokoll a DHCP protokoll
el6futara. A BOOTP egy haldzati protokoll, amelyet a rendszerinditas soran az IP-cimzési
informaciék megszerzésére hasznalunk.

» Postahivatal protokoll (Post Office Protocol, POP) - A protokollt a levelezékliensek az e-mailek
tavoli szerverrdl torténd letdltésére hasznaljak.

* Internetes levélhozzaférési protokoll (Internet Message Access Protocol, IMAP) - Ez egy masik,
szintén a levelek letoltését szolgald protokoll.

A kommunikacids folyamat soran az alkalmazasi rétegbeli protokollokat mind a forras-, mind pedig a
célallomas egyarant hasznalja. Hogy a kommunikacié sikeres legyen, a forras- és célallomasokon
hasznalt alkalmazasi rétegbeli protokolloknak egymassal kompatibilisnek kell lennitik.

Egyenrangu (Peer-to-peer) haldzatok
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Amikor egy haldzati eszkdzon - legyen az PC, laptop, tablet, okostelefon vagy barmilyen mas
halézatra csatlakoztatott eszk6z - hozzafériink valamilyen informaciéhoz, akkor nem biztos, hogy az
fizikailag is az adott eszkdz6n van tarolva. Ebben az esetben az informacid eléréséhez eqgy kérést kell
kildeni az adatokat tarol6 eszkdznek. Az egyenrangu (P2P, peer-to-peer) halézati modellben az
adatok elérése dedikalt szerver hasznalata nélkil, egy tars eszkozrél (peer) torténik.

A P2P hal6zati modell két részre bonthatd: P2P-hdlézatokra és P2P-alkalmazasokra. Mindkét résznek
hasonldk a tulajdonsagaik, de a gyakorlatban egészen masként mdkodnek.

P2P-halozatok

Egy P2P-hdlézatban két vagy tébb szamitdgép csatlakozik egymashoz a haldzaton keresztiil gy, hogy
dedikalt szerver nélkill oszthatjak meg egymas kozott az eréforrasaikat (pl. nyomtatokat vagy
fajlokat). Minden csatlakoztatott végberendezés (mas néven peer) mikodhet szerverként és
kliensként is egyben. Egy szamitogép az egyik adatatviteli folyamatban betéltheti a szerver
szerepkorét, mig egy masikban ezzel egyidejlileg kliens is lehet. A szerver és a kliens szerepkoroket
az egyes kérések hatarozzak meg.

Példa lehet erre egy egyszerl otthoni halézat két szamitdgéppel, ahogy az az abran is lathatd. A
példaban Peer2-nek van egy hozza USB-n kdzvetlendl csatlakoztatott nyomtatéja és be van allitva a
halézati megosztasa Ugy, hogy azon Peerl tudjon nyomtatni. Peerl pedig egy meghajté vagy egy
mappa haldézati megosztasara van beallitva. Ez Peer2-nek lehetdvé teszi a megosztott mappahoz vald
hozzaférést és abba fajlok mentését. Egy ilyen haldzat a fajlok megosztasan kivil a felhasznaldknak a
halézati jatékok hasznalatat, vagy egy internetkapcsolat megosztasat is biztosithatja.

A P2P-halézatok decentralizaljak a haldzat eréforrasait. Az adatok dedikalt szerverek helyett barhol és
barmely csatlakoztatott eszk6zon megoszthatdk. A legtdbb mai operacids rendszer tovabbi
szerverszoftver igénye nélkil tdmogatja a fajl- és nyomtatdémegosztast. A P2P-halézatok a
jogosultsagok kezelésére nem alkalmaznak kézpontositott felhasznaldi fiokokat vagy hozzaférési
szervereket. Ezért a néhany szamitdgépnél tobbet tartalmazd haldzatok esetében is mar bonyolult
lehet a biztonsagi és a hozzaférési hazirendek érvényre juttatasa. A felhasznaldi fidkokat és a
hozzaférési jogosultsagokat az egyes eszkdzon egyedileg kell beallitani.

Peer-to-Peer alkalmazasok

Egy peer-to-peer (P2P) alkalmazas lehet6vé teszi, hogy egy eszkdz ugyanabban a kommunikacidban
egyszerre kliens és szerver is lehessen (lasd abra). Ebben a modellben minden kliens szerver is és
minden szerver kliens is egyben. Mindkettd kezdeményezhet kommunikaciét és a kommunikacids
folyamatban egyenrangunak tekintend6k. A P2P-alkalmazasok megkdvetelik azonban, hogy minden
végberendezés biztositson egy felhasznaléi fellletet és eqy hattérszolgaltatast is futtasson. Amikor
elinditunk egy adott P2P-alkalmazast, az betdlti a szikséges felhasznaldi fellletet és a
hattérszolgaltatasokat, majd ezt kdvetden az eszk6zok mar kozvetlenul tudnak egymassal
kommunikalni.

Bizonyos P2P-alkalmazasok ugynevezett hibrid rendszert hasznalnak, ahol az eréforrasok megosztasa
ugyan decentralizalt, de az er6forrasok helyeire mutaté indexeket mar egy kézponti cimtarban
taroljak. A hibrid rendszerekben minden csomdépont (peer) hozzafér egy indexszerverhez, ahonnan
lekérdezheti a mas csomoépontokon tarolt eréforrasok helyét. Az indexszerver segithet a két
csomoépont dsszekapcsolasaban, de azt kdvetéen a csomdpontok kozotti kommunikacié mar a
szervertdl flggetlenul zajlik.

P2P-alkalmazéasokat hasznalhatunk P2P-halézatokban, kliens-szerver héldzatokban és az interneten
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keresztul is.
Gyakori P2P-alkalmazdasok

P2P-alkalmazast hasznalva a halézat valamennyi szamitdgépe kliensként és szerverként is szolgalhat
a haldézat azon tébbi szdmitdgépe szamara, amelyek ugyanazt az alkalmazast futtatjak. Az ismertebb
P2P-alkalmazasok kdzé tartoznak a kovetkezok:

e eDonkey

eMule

Shareaza

BitTorrent

Bitcoin

LionShare

Bizonyos P2P alkalmazasok a Gnutella protokollra épulnek. A Gnutella lehet6évé teszi felhasznaldinak,
hogy megosszak egymassal a merevlemezeiken |évd fajlokat. Amint az az abran is lathatd, egy
Gnutella kompatibilis kliensszoftver lehet6évé teszi a felhasznaléknak, hogy az interneten Gnutella
szolgéaltatasokhoz kapcsolddjanak, és mas Gnutella csomdpontok altal megosztott allomanyokat
taldljanak meg és érjenek el. A Gnutella haldzat elérésére szamos kliensalkalmazas létezik, kdzottik a
BearShare, a Gnucleus, a LimeWire, a Morpheus, a WinMX és a XoloX.

Mig az alapprotokollt a Gnutella Fejlesztéi Forum (Gnutella Developer Forum) gondozza, addig az
alkalmazasforgalmazok gyakran fejlesztenek hozza kiterjesztéseket, hogy a protokollt az
alkalmazasaikba illeszthessék.

Szamos P2P alkalmazas nem hasznal kdzponti adatbazist, valamennyi fajlt a peer-ek tartanak nyilvan.
Lekérdezésre a haldzat valamennyi eszk6ze elmondja a tébbieknek, hogy rajta keresztil mely fajlok
érhetdk el, majd a fajlmegoszté protokollt és a szolgaltatasokat hasznaljdk az allomanyok
megkeresésére.

Kliens-szerver modell

A kliens-szerver modellben az informacidt kéré eszkdzt kliensnek, a kérésre valaszold eszkdzt pedig
szervernek vagy kiszolgalénak nevezziik. A kliens- és szerverfolyamatokat az alkalmazasi réteghez
soroljuk. A parbeszédet a kliens kezdeményezi azzal, hogy adatokat kér a szervertdl, amely aztan a
kliensnek egy vagy tébb adatfolyam elklldésével valaszol. A kliensek és szerverek kozotti kérések és
valaszok formatumat az alkalmazasi rétegbeli protokollok hatarozzak meg. A tényleges adatatvitel
mellett ez a parbeszéd a felhasznald hitelesitését, valamint az atvitt adatfajl azonositasat is
megkdvetelheti.

A kliens-szerver haldzat egy példaja, amikor egy ISP e-mail szolgaltatasat hasznaljuk levelek
kildésére, fogadasara és tarolasara. Egy otthoni szamitégépen Iévé levelezOkliens egy kérést intéz az
ISP levelezdszerveréhez egy olvasatlan levélért. A szerver ezutan a valasziizenetében elkildi a kért
levelet a kliensnek.

Bar az adatok altaldban a szerverrdl dramlanak a kliens felé, bizonyos adatok mindig a kliens feldl
haladnak a szerver irdnyaba. Az adatdramlas lehet mindkét iranyban lehet egyenlé mértékd, de lehet
akar nagyobb is a klienstdl a szerver iranyaba. A kliens példaul tarolasi célbdl atmasolhat egy fajlt a
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szerverre. Ahogy az abra is mutatja, a kliensrdl a szerverre torténd adatatvitelt feltéltésnek (upload),
mig a szerverrdl a kliensre torténdt letéltésnek (download) nevezziik.

Alkalmazasi rétegbeli protokollok felelevenitése

Tobb tucat alkalmazasi rétegbeli protokoll l1étezik, de egy atlagos napon talan csak ha 6tét vagy hatot
hasznalunk. Harom olyan alkalmazasi rétegbeli protokoll van, amelyek a mindennapi munkdankat vagy
jatékainkat biztositjak:

* Hiperszoveg tovabbitd protokoll (Hypertext Transfer Protocol, HTTP)
e Egyszer( levéltovabbitd protokoll (Simple Mail Transfer Protocol, SMTP)

¢ Postahivatal protokoll (Post Office Protocol, POP)

Ezek az alkalmazasi rétegbeli protokollok teszik lehetévé a vildghalé bongészését, valamint az e-
mailek kildését és fogadasat. A HTTP-t internetes weboldalakhoz val6 kapcsolédasra hasznaljuk. Az
SMTP e-mailek kiildését teszi lehetdvé. A POP pedig az e-mailek fogadasara szolgal.

A kovetkezd néhany oldal erre a harom alkalmazasi rétegbeli protokollra fékuszal.
Hiperszoveg atviteli protokoll (HTTP) és hiperszdveg leiré nyelv (HTML)

Amikor egy webcimet vagy URL-t (Uniform Resource Locator) begépeliink egy webbdngészébe, a
bongész6 a HTTP-protokollt hasznalva épiti ki a kapcsolatot a szerveren futé web-szolgaltatassal. Az
URL-ek azok az egységes erdforras-azonosité (URI, Uniform Resource Identifier) nevek, amelyeket a
legtobb ember a webcimekkel tarsit.

A http://www.cisco.com/index.html URL egy olyan példa, amely egy meghatarozott eréforrasra, az
index.html nev( weboldalra hivatkozik a cisco.comnev( szerveren. Kattintsunk az abra melletti
szamokra a HTTP altal hasznalt Iépések megtekintéséhez!

A webbongészé a kliensalkalmazasoknak egy tipusa, amelyet egy szamitdgép a vilaghaléra torténd
csatlakozasra, és egy webszerveren tarolt allomanyok elérésére hasznal. Mint a legtobb
szerverfolyamat, a webszerver is hattérszolgaltatasként fut és kiilonb6z6 tipusu fajlok elérését teszi
lehet6vé.

A tartalom elérésére a webes kliensek kapcsolatokat alakitanak ki a szerverrel, majd kérik téle a
kivant allomanyokat. A szerver a kért allomannyal valaszol, majd a bdngész6 értelmezi a kapott
adatokat és megjeleniti a felhasznald szamara.

A bongészdk szamos adattipust képesek értelmezni és megjeleniteni (ilyenek példaul az egyszert
szdveg, vagy a hiperszdveg, a nyelv melyben a weboldalakat irjdk). Bizonyos adattipusok ugyanakkor
egyéb szolgaltatast vagy programot is igényelhetnek, amelyeket altaldban beépilé modulnak (plug-
in) vagy kiegészitonek (add-on) neveznek. A kapott fajl tipusanak megallapitasaban a bongészot a
szerver az allomany adattipusanak meghatarozasaval segiti.

A webb0ongészé és a webszerver interakcidjanak jobb megértése érdekében vizsgalhatjuk meg, hogy
egy oldal hogyan nyilik meg a bongészében. A példahoz hasznaljuk a
http://www.cisco.com/index.htm| URL-t!

Ahogy az 1. dbra mutatja, a bongész6 az URL harom részét vizsgalja:

1. http (az alkalmazott protokoll vagy séma)
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2. Www.cisco.com (a szerver neve)
3. index.html (a kért fajl neve)

Ahogy a 2. abra mutatja, a bongész6 ezek utan a névszerverhez fordul, hogy a www.cisco.com nevet
egy numerikus cimmé alakitsa at, amit majd a szerverhez térténd csatlakozashoz hasznal. A bongész6
egy a HTTP szabvanyanak megfelel6 GET-lizenet klldésével kéri a kiszolgalétdl az index.html f3jl
elkuldését. Majd ahogy a 3. dbra mutatja, a szerver elkiildi a bongészdének az oldal HTML kédjat. Végdl
a bongész6 értelmezi a HTML kddot és megjeleniti az oldalt a bdngészdablakban (lasd 4. abra).

HTTP és HTTPS

A HTTP-t a vildghaldén keresztiili adatatvitelre hasznaljuk és egyike a leggyakrabban hasznalt
alkalmazasi protokolloknak. Eredetileg egyszerlien HTML oldalak kdzzétételére és letdltésére talaltak
ki, am a HTTP-t a sokoldalUsaga az elosztott kozosségi informacids rendszerek egyik alapvetd
alkalmazasava tette.

A HTTP egy kérés/valasz protokoll. Amikor egy kliens, altalaban egy webbdngészd, kérést kiild a
webszervernek, a kommunikaciéhoz HTTP-(izenettipusokat hasznal. A harom leggyakoribb
Uzenettipus a GET, a POST és a PUT (lasd abra).

A GET a kliens adatkérése. A kliens (webbongészd) egy GET-lizenetet kiild a webszervernek a HTML
oldalak lekérésére. Amikor a szerver megkapja a GET-kérést, egy allapotkéddal (mint példaul a ,,
HTTP/1.1 200 OK "), valamint magaval az lzenettel valaszol. A kiszolgalé (izenete lehet maga a kért
HTML fajl amennyiben az elérhetd, vagy tartalmazhat egy hiba-, illetve informacioés lizenetet, mint
példaul ,A kért oldal nem talalhatd”.

A POST és PUT-lUzeneteket az adatfajlok webkiszolgdléra torténd feltdltésére hasznaljuk. Amikor egy
felhasznald példaul kitolt egy weblapba agyazott Grlapot (mint amikor egy megrendelést toltiink ki), a
webszervernek egy POST-lzenet lesz elkiildve. A felhasznald (rlapon beklldétt adatait a POST-Uzenet
tartalmazza.

A PUT allomanyokat vagy egyéb tartalmakat tolt fel a webszerverre. Ha egy felhasznalé példaul
megprobal egy fajlt vagy képet feltolteni a weboldalra, a kliens egy PUT (izenet kiild a szervernek a
csatolt fajllal vagy képpel.

Bar a HTTP rendkivil rugalmas, de nem egy biztonsdgos protokoll. A kéréslizenetek az informaciét
kddolatlan szévegként tovabbitjdk a szerverhez, amely igy elfoghaté és masok altal is elolvashatd. A
kiszolgaloi valaszok, jellemz6en HTML oldalak, ugyancsak titkositatlanok.

A biztonsdgos internetes kommunikacié érdekében a webkiszolgdald eléréséhez vagy adatok
kozzétételéhez a HTTPS (HTTP Secure) protokollt haszndljuk. Az adatbiztonsag megvalésitasara a
HTTPS a kliens és a szerver kdzotti adatforgalomra hitelesitést és titkositast is alkalmazhat. Az adatok
alkalmazasi- és szallitasi rétegek kozotti tovabbitasara a HTTPS tovabbi szabalyokat hatdroz meg. A
HTTPS ugyanazt a kliens kérés és szerver valasz folyamatot hasznalja mint a HTTP, csak a halézati
atvitelt megel6zden az adatfolyamot SSL-el (Secure Socket Layer) titkositja. A forgalom titkositasa és
visszafejtése miatt a HTTPS hasznalata egy szerveren tobbletterhelést és feldolgozasi idondvekedést
okoz.

SMTP, POP és IMAP

Az elektronikus levelezés az ISP-k altal nyujtott egyik elsédleges szolgaltatas. Egyszerlisége és
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gyorsasaga révén az e-mail forradalmasitotta az emberek kommunikacidjat. Az e-mail hasznalata egy
szamitdégépen vagy mas végberendezésen kiilonb6z6 alkalmazasokat és szolgaltatasokat is igényel.

Az elektronikus levelezés egy tarol és tovabbit (store-and-forward) médszer az (izenetek hal6zaton
keresztlli kiildésére, tarolasara és letoltésére. Az elektronikus leveleket a levelezészervereken
adatbazisokban taroljak. Az internetszolgaltaték gyakran olyan levelezészervereket (izemeltetnek,
amelyek egyszerre tobb eldfizeto fidkjait is kezelik.

A levelezdkliensek a szervereken keresztil kildik és fogadjak a leveleket. Az (izeneteket egyik
tartomanybdl egy masikba torténo tovabbitdasa esetén a levelezészerverek mas levelezészerverekkel
is kapcsolatba kertilnek. Levélkildéskor a kliensek nem kozvetlenll egymassal kommunikalnak.
Ehelyett mindkét kliens a levelezdszervert bizza meg az lizenetek tovabbitasaval. Ez még abban az
esetben is igy torténik, ha mindkét felhasznalé ugyanabban a tartomanyban van.

Az levelezOkliensek az alkalmazas beallitasaiban megadott levelezdszervernek kildik el az
Uzeneteket. Amikor a szerver megkapja az lzenetet, ellendrzi hogy a cimben szerepld tartomany
megtalalhaté-e a helyi adatbazisaban. Amennyiben nem, akkor egy DNS-kérést kiild a cimzett
tartomanyért felelds levelezészerver IP-cimének meghatarozasara. Az e-mailt ezek utan mar a
megfeleld szerverhez tovabbitja.

Az e-mail harom kiilonb6zé protokollt hasznal a mikédéséhez: SMTP (Simple Mail Transfer Protocol),
POP (Post Office Protocol) és IMAP (Internet Message Access Protocol). A levelet elkildd alkalmazasi
rétegbeli folyamat az SMTP-t hasznalja. Ez az az eset, amikor egy kliens a szervernek, vagy egy
szerver egy masik szervernek kildi az (izenetet.

Ugyanakkor a levelek let6ltéséhez a kliens a POP vagy az IMAP alkalmazasi rétegbeli protokollok
valamelyikét hasznalja.

Az SMTP (Simple Mail Transfer Protocol) megbizhatdan és hatékonyan tovabbitja a leveleket. Az SMTP
alapu alkalmazasok megfeleld mikddéséhez a levéliizenetnek megfeleld formatumdnak kell lenni,
valamint az SMTP-folyamatnak mind a kliensen, mind pedig a szerveren futnia kell.

Az SMTP (izenetformatuma egy Uzenetfejlécbdl és egy lizenettdrzsbdl all. Mig az Gzenet torzse
tetszéleges mennyiségl szoveget tartalmazhat, addig a fejlécnek megfelelé formatumban meg kell
tartalmaznia a cimzett és a feladé e-mail cimét. A fejléc minden mas része opcionalis.

Amikor egy kliens e-mailt kiild, akkor az SMTP-folyamata a jél ismert 25-6s porton kapcsolédik a
szerver SMTP-folyamatdhoz. A kapcsolat létrejotte utdn a kliens megpréobalja a levelet elkildeni a
szervernek. Amikor a szerver megkapja az Uzenetet, helyi cimzett esetén azt egy helyi postafiékban
helyezi el, vagy tovabbi kézbesitésre egy ugyanilyen SMTP-folyamattal atadja azt egy masik
szervernek.

Eléfordulhat, hogy az Gizenetek kildésekor a cimzett levelez6szervere nem elérhetd. llyenkor az SMTP
varakoztatja az Uzeneteket, hogy azokat egy késdbbi idépontban elklldhesse. A szerver rendszeresen
ellendrzi, hogy vannak-e lizenetek a varakozasi soraban, és megprébalja azokat Ujra elkildeni. Ha az
Uzenet egy elére meghatarozott idd lejarta utan sem kézbesithetd, akkor kézbesitetlen(il visszakeril a
feladéhoz.

A POP (Post Office Protocol) lehet6vé teszi, hogy a munkadallomasok e-mailek fogadjanak egy
levelezdszervertdl. POP hasznalatakor a levelek a szerverrdl letéltédnek a kliensre, majd torlédnek a
szerverrol.

A szerver a POP-szolgaltatast a kliensek kapcsolddasi kéréseire varva a 110-es TCP port passziv
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figyelésével inditja. Amikor a kliens a szolgaltatast igénybe kivanja venni, akkor egy kérést kild a
szervernek a TCP kapcsolat felépitésére. A kapcsolat [étrejotte utan a POP-szerver egy idvozI6
Uzenetet kild. Majd a kliens és a POP-szerver parancs- és valaszlizeneteket valtanak, amig a
kapcsolat le nem zarédik, vagy meg nem szakad.

Mivel a kliensek letoltik az e-mail Gzeneteket, majd azok eltavolitasra kerlilnek a szerverrdl, ezért a
levelek nem egy kdzponti helyen tarolédnak. A POP nem tarolja az Uzeneteket, ezért hasznalata nem
elényds olyan kisvallalkozasok esetében, amelyeknek kdzpontositott biztonsagi mentésre van
szlikséguk.

A POP3 ugyanakkor megfeleld valasztas az ISP-k szamara, mivel csokkenti a levelezdszervereiken
kialakitandé nagyméretl taroloteriilet kezelésének felel6sségét.

Az IMAP (Internet Message Access Protocol) egy masik protokoll, amely ugyancsak az e-mail (izenetek
letoltésére szolgal. A POP-al ellentétben, amikor a felhasznalé egy IMAP-szerverhez csatlakozik, a
kliensalkalmazashoz csak az lizeneteknek egy masolata toltddik le. Az eredeti (izenetek tovabbra is a
szerveren maradnak, mig azokat kulon le nem toroljik. A felhasznaldk az Gzeneteknek csak a
masolatat latjak a levelez6programjukban.

A felhasznaldk a szerveren a levelek tarolasara és rendszerezésére egy fajlhierarchiat hozhatnak
|étre. A fajlhierarchia masolata a levelezdkliensen is |étrejon. Amikor a felhasznald egy lizenet
torlésérdl dont, a szerver szinkronizalja a mUveletet és torli azt a szerverrdl is.

Kis- és kdzépvallalkozasok szempontjabdl szamos eldnye van az IMAP hasznalatanak. Az IMAP
tdmogatja az e-mailek hosszl tavu taroldsat és kdzpontositott biztonsagi mentéstét is. Tobb helyrdl,
kilonbdz6 eszkdzokrdl és kiilonb6zé kliensprogramokkal is biztositja az alkalmazottak hozzaférését e-
mailjeikhez. A postafiok mappaszerkezetének megtekintése fliggetlen annak elérési madjatol.

Egy ISP szamara az IMAP nem biztos, hogy a legmegfelelébb valasztas. Koltséges lehet a nagyszamdu
e-mail taroldsahoz szilkséges lemezteriilet megvasarlasa és karbantartasa. Ezenkivil amennyiben az
el6fizetdk elvarjak postafidkjainak rendszeres biztonsagi mentését, az tovabb névelheti az ISP
koltségeit.

Tartomanynév szolgaltatds (Domain Name Service)

Az adathalézatok eszkdzei a haldzaton keresztiili adatkiildéséhez és fogadashoz numerikus IP-cimeket
hasznalnak. A legtobb ember azonban nem képes megjegyezni ezeket a szamokat. A numerikus
cimek egyszerl, megjegyezhet6 nevekké alakitasara tartomanyneveket hoztak létre.

Ezek az internetes tartomanynevek, mint példaul a http://www.cisco.com, sokkal kénnyebben
megjegyezhetdk, mint mondjuk a 198.133.219.25, ami ennek a szervernek a tényleges numerikus
cime. Ha a Cisco Ugy dont, hogy megvaltoztatja a www.cisco.comnumerikus cimét, azt a felhasznaldk
nem is veszik észre, mivel a tartomanynév ugyanaz marad. Az Uj cimet egyszerlien a meglévd
tartomanynévhez kotik és igy az elérhetéség tovabbra is fennmarad. Amig kisméretliek voltak a
halézatok, egyszer( feladat volt a cimek és a hozzajuk tartozé tartomanynevek egymashoz
rendelésének a karbantartasa. Ahogy a haldézatok mérete és az eszk6zok szama novekedett, ez a kézi
megoldas kezelhetetlenné valt.

A haldzatok tartomanyneveinek cimekké forditasara a tartomanynév-kezel6 rendszert (Domain Name
System, DNS) hoztak Iétre. A DNS a cimekhez tartozé nevek meghatarozasara egy elosztott
szerverhaldzatot haszndl. Kattintsunk az dbran Iévé gombokra a DNS cimfeloldas Iépéseinek
megtekintéséhez!
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A DNS-protokoll egy automatikus szolgaltatast definial, amely er6forrasneveket tarsit a kért
numerikus halézati cimhez. Tartalmazza még a lekérdezések, a valaszok és az adatok formatumat. A
DNS-protokollra épiilé6 kommunikaciok egyetlen, Gizenetnek nevezett formatumot hasznalnak. Ezt az
Uzenetformatumot hasznaljak a klienslekérdezések és a szervervalaszok minden fajtajahoz, a
hibalizenetekhez, valamint az er6forrasrekordok szerverek kozotti tovabbitasahoz.

A szamok 1-t6l 5-ig a DNS névfeloldas lépéseit mutatjak.
A DNS Uzenetformatuma

Egy DNS-szerver a névfeloldast a BIND(Berkeley Internet Name Domain) vagy ahogy gyakran nevezik
a névfeloldé démon (name daemon vagy named) segitségével biztositja. A BIND-ot eredetileg a
kaliforniai Berkeley Egyetem négy didkja fejlesztette ki még az 1980-as évek elején. Ahogy az az
abran is lathato, a BIND altal hasznalt (izenetformatum a legszélesebb kérben alkalmazott DNS-
formatum az interneten.

A DNS-szerver a nevek feloldasahoz kiilénb6z6 tipusu eréforrasrekordokat tarol. Ezek a bejegyzések a
rekord nevét, cimét és tipusat tartalmazzak.

Néhany rekordtipus a kdvetkez6:
e A - Egy allomas cime.
e NS - Egy mérvado névkiszolgalo.

e CNAME - A kanonikus név (vagy teljes tartomanynév, FQDN) egy alnév (alias). Akkor
alkalmazzuk, amikor egyetlen haldzati cimen tobb szolgaltatas fut, de ugyanakkor minden
szolgaltatasnak sajat DNS-bejegyzése van.

e MX - Levelez6szerver rekord (Mail Exchange). Az adott tartomanyhoz tartozé
levelezdszerverekhez rendel egy nevet.

A kliens lekérdezésére a szerver BIND-folyamata a névfeloldashoz el6szor sajat rekordjait vizsgalja
meg. Ha a tarolt rekordjai alapjan nem tudja a nevet feloldani, mas szerverekkel I1ép kapcsolatba
annak meghatarozasahoz.

A kérés szamos szerveren haladhat at, ami kilon idét vesz igénybe és savszélességet emészt fel.
Miutan keresés eredményre vezetett, és a valasz is visszajutott az eredeti kérelmez6 szerverhez, az a
névhez tartoz6 cimet dtmenetileg egy cache memériaban tarolja.

ey

is képes a cimet visszaadni. A gyorsitétarazas csokkenti mind a DNS-lekérdezések okozta adathalézati
forgalmat, valamint a hierarchidban feljebb 1év6 szerverek terhelését. A Windows-os PC-k DNS-kliense
a névfeloldas teljesitményét Ggy optimalizalja, hogy a kordbban feloldott neveket a sajat

Yy

DNS-bejegyzéseit mutatja meg.
DNS-hierarchia

A DNS-protokoll a névfeloldasra egy hierarchikusan felépitett adatbazist hasznal. A hierarchia Ugy néz
ki, mint egy forditott fa, tetején a gyokérrel és alatta agakkal (lasd abra). A hierarchiat a DNS altal
hasznalt tartomanynevek alkotjak.

Az elnevezési struktura kisebb, kdnnyen kezelhetd zonakra lett osztva. Minden DNS-szerver egy
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meghatdarozott adatbazisfajlt tart karban, és a teljes DNS-struktuira csak egy kis részének név-IP-cim
hozzarendeléséért felelds. Amikor egy DNS-szerver egy olyan névfeloldasi kérést kap, amely nincs
benne a zénajaban, akkor azt a szerver egy masik, a megfeleld zoénahoz tartoz6 DNS-szerverhez
tovabbitja.

Megjegyzés: A DNS jol méretezhetd, mivel az allomasnevek felolddsa szamos szerver kdzott oszlik
meg.

A legfelsd szintl tartomanyok a szervezet tipusat vagy a szarmazasi orszagot jeldlik. Példak a
legmagasabb szint( tartomanyokra:

¢ .hu - Magyarorszag

e .co - Kolumbia

e .com - kereskedelem vagy ipar
* .jp - Japan

e .0rg - egy non-profit szervezet

A legfelsd szint( tartomanyok utan a masodik szint( tartomanynevek kdvetkeznek, azok alatt pedig
az egyéb alacsonyabb szint( tartomanyok vannak. Minden tartomanynév egy a gyokértdl kiindulé
lefelé vezetd Ut ebben a forditott faban. Ahogy az abra példaja mutatja, a gyokér (root) DNS-szerver
nem feltétlenll tudja, hogy a mail.cisco.com levelezdszerver rekordja hol van tarolva, de fenntart egy
rekordot a .com legfelsd szintl tartomanyhoz. Hasonl6képpen a .com tartomanyba tartozd szerverek
nem biztos hogy rendelkeznek a mail.cisco.com rekorddal, de van egy bejegyzésiik a cisco.com
tartomanyhoz. A cisco.com tartomanyba tartozé szervereknek pedig mar van egy rekordjuk (egész
pontosan egy MX rekordjuk) a mail.cisco.com-ra.

A DNS az eréforrasrekordok decentralizalt szerverek hierarchidjan torténd tarolasara és
karbantartasara épil. Az er6forrasrekordok a szerver altal feloldani képes tartomanyneveket és a
kérések feldolgozasanak tovabbi szervereit tartalmazzak. Ha egy szervernek a tartomanyhierarchia
szintjének megfelel6 eréforrasrekordjai vannak, akkor ezekre a bejegyzésekre vonatkozdan 6t
mérvaddnak mondjuk. Példaul a cisco.netacad.net tartomanyban egy névszerver nem lehet mérvadd
a mail.cisco.com rekordra, mert ezt a rekordot egy magasabb tartomanyi szint(i szerver tartja nyilvan,
konkrétan a cisco.com tartomany névszervere.

nslookup

A DNS egy kliens-szerver szolgaltatas, ambar kilonbozik egyéb kliens-szerver szolgaltatasoktdl. Mig
mas szolgdltatasok egy kliensalkalmazast (példaul bongész6t, levelezéprogramot) haszndlnak, addig
a DNS-kliens egyidejlileg maga is szolgaltatasként fut. A DNS-klienst gyakran DNS-feloldénak
(resolver) nevezik. Névfeloldast biztosit az azt igényl6 alkalmazasok és szolgaltatasok szamra.

Egy haldzati eszkdz konfiguraldsakor altalaban egy vagy tobb DNS-szerver cimét is megadjuk,
melyeket a DNS-kliens a névfeloldaskor hasznal. A DNS-szerverek cimeit rendszerint az
internetszolgaltatd (ISP) biztositja. Amikor a felhasznalé alkalmazasa név alapjan szeretne egy tavoli
eszk6zhoz csatlakozni, a kérelmezd DNS-kliens ezen névszerverek egyikét kérdezi le, hogy a nevet
numerikus cimmé alakitsa.

A szamitdgépes operacios rendszereknek van egy nslookup nevi segédprogramija is, amely lehetdvé
teszi egy adott allomasnév felolddsdhoz a névszerverek manudlis lekérdezését. Ezt a segédprogramot
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névfeloldasi problémak hibakereséséhez és a névszerverek pillanatnyi allapotanak ellenérzésére is
hasznalhatjuk.

Amikor kiadjuk az nslookup parancsot, az dllomasunkon alapértelmezettként beallitott névszerver
jelenik meg (lasd dbra). Ebben a példaban a DNS-szerver a dns-sj.cisco.com, aminek a cime
171.70.168.183.

Az nslookup parancssoraba egy allomas vagy tartomany nevét irhatjuk be. Az abran az els6
lekérdezés a www.cisco.com lekérdezése. A valaszolé névszerver a 198.133.219.25 cimet adja ra
vissza.

Az abran lathaté lekérdezések csak egyszer( probak. Az nslookup szamos lehetéséget biztosit a DNS-
folyamat atfogd tesztelésre és ellendrzésére. Befejezéskor az exit parancs begépelésével Iéphetiink Ki
az nslookup segédprogrambdl.

Dinamikus allomaskonfiguralé protokoll

A dinamikus allomaskonfiguralé protokoll (Dynamic Host Configuration Protocol, DHCP) szolgaltatas a
halézaton |évl eszkdzok szamara biztositja, hogy egy DHCP-szervertdl IP-cimeket és egyéb
informacidkat kaphassanak. A szolgaltatas automatizalja az IP-cimek, alhalézati maszkok, atjardk és
egyéb IP-halézati paraméterek kiosztasat. Ezt dinamikus cimzésnek nevezziik. A dinamikus cimzés
alternativaja a statikus cimzés. Statikus cimzés alkalmazdasakor a rendszergazda manualisan allitja be
az IP-cimzési informacidkat a halézat allomasain.

A DHCP lehet6vé teszi, hogy egy allomds a halézatra csatlakozasakor dinamikusan kaphasson IP-
cimet. Kapcsolatba 1ép egy DHCP-szerverrel és kér téle egy IP-cimet. A DHCP-szerver valaszt egy
cimet a hatokornek (pool) nevezett, elére konfiguralt cimtartomanybdl és egy meghatarozott
idétartamra kiutalja (bérbe adja) azt az allomasnak.

Nagyobb helyi halézatokban, vagy ahol a felhasznaldk gyakran valtoznak, a DHCP a javasolt
cimkiosztasi médszer. Uj felhasznalok jéhetnek, akiknek csatlakozasra van sziikségiik a laptopjaik
szamara, masok Uj munkaallomasokat kaphatnak, amiket ugyancsak csatlakoztatni kell. Ahelyett,
hogy minden munkadllomashoz a hal6zati rendszergazdanak kellene IP-cimeket rendelnie, sokkal
hatékonyabb, ha azok kiosztdsa dinamikusan, a DHCP hasznalatdval torténik.

A DHCP altal kiosztott cimek nem végérvényesen vannak az allomasokhoz rendelve, csak egy adott
idétartamra adjak bérbe azokat. Ha az allomast kikapcsoljak vagy eltavolitjak a halézatrél, a cim
Ujrafelhaszndlasra visszakerll a készletbe. Ez kiildndsen a mobil felhasznaldok esetében hasznos, akik
csak ugy jonnek-mennek a haldézaton. A felhasznaldk szabadon mozoghatnak egyik helyrél a masikra
és hozhatnak létre Ujra halézati kapcsolatokat. Az allomas a hardveres kapcsolat létrejotte utan kap
IP-cimet, akar vezetékes- akar vezeték nélkili LAN-on keresztill csatlakozik.

A DHCP lehet6vé teszi, hogy repull6tereken vagy kavézdkban vezeték nélkili hotspot-okon keresztll
csatlakozzunk az internetre. Amikor egy vezeték nélkili eszkdz csatlakozik a hotspot-hoz, a DHCP-
kliense a vezeték nélkili kapcsolaton keresztiil kapcsolatba Iép a helyi DHCP-szerverrel, ami kioszt
eqgy IP-cimet az eszkdznek.

Ahogy az dbra mutatja, kilonb6z4 tipusu eszkdzok lehetnek DHCP-szerverek, amennyiben DHCP-
szerverszoftvert futtatnak. A legtobb kézepes- és nagyméretli halézatban a DHCP-szerver altalaban
dedikaltan egy helyi PC-alapu szerver. Otthoni hal6zatokban a DHCP-szerver altalaban azon a helyi
forgalomiranyitén talalhatd, amely az otthoni hal6zatot az ISP-hez csatlakoztatja. A helyi allomasok
kozvetlenil ettdl a helyi forgalomiranyitotél kapjak az IP-cimzési informacidkat. A helyi
forgalomiranyité pedig az ISP DHCP-szerverétdl kap egy sajat IP-cimet.
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A DHCP biztonsagi kockazatot is jelenthet, mivel barmely a halézatra csatlakozé eszkdz kaphat egy
cimet. Ez a kockazat meghatarozé tényezdvé teszi a fizikai biztonsagot, akar dinamikus, akar
manualis cimzést hasznalunk. Mind a dinamikus-, mind a statikus cimzésnek helye van a
halézatterezésben. Sok haldzat hasznal egyszerre DHCP-t és statikus cimzést is. DHCP-t hasznalunk
altalaban az altalanos céld allomasokon, mint a végfelhasznaldi berendezéseken, és statikus cimzést
hasznalunk a halézati eszk6zo6kdn, mint az atjarékon, kapcsolékon, szervereken és nyomtatékon.

A DHCP mUkodése

DHCP nélkdl a felhasznaldknak haldzatra csatlakozaskor manualisan kellene megadniuk az IP-cimet,
az alhalézati maszkot és egyéb haldzati beallitdsokat. A DHCP-szerver egy IP-cimkészletet kezel, és ad
bérbe belble egy cimet bekapcsolaskor barmely DHCP-képes kliensnek. Mivel az IP-cimek dinamikusak
(béreltek), ellentétben a statikus cimzéssel (dlland6 hozzarendelés), a mar nem hasznalt cimek Ujbdli
kiosztasra automatikusan visszakerllnek a készletbe. Amint az dbra mutatja, amikor egy DHCP-re
konfiguralt eszkdz elindul vagy csatlakozik a haldzatra, a kliens egy szérasos DHCP-felfedezd
(DHCPDISCOVER) lizenetet kuld szét, hogy egy a halézaton elérhet6 DHCP-szervert talaljon. A DHCP-
szerver egy DHCP-ajanlas (DHCPOFFER) lizenettel vélaszol, amely a kliensnek felajanl egy
cimbérletet. Az ajanlat tartalmazza a kiosztott IP-cimet és alhdlézati maszkot, a DNS-szerver IP-cimét,
valamint az alapértelmezett atjard IP-cimét. Az ajanlott cimbérlet tartalmazza még bérlet idétartamat
is.

A kliens tobb DHCPOFFER (izenetet is kaphat, amennyiben egynél tobb DHCP-szerver is van a helyi
halézaton. Ezért valasztania kell kdzilik, majd a kliens egy DHCP-igénylés (DHCPREQUEST) lizenetet
kild az elfogadott bérleti ajanlatra az azt kibocsatd szervernek. Egy kliens donthet Ugy is, hogy egy
olyan cimet kér, amelyet a szerver egyszer korabban mar kiosztott neki.

Abban az esetben, ha a kliens altal megigényelt vagy a szerver altal kiajanlott IP-cim tovabbra is
rendelkezésre all, a szerver egy DHCP-nyugta (DHCPACK) lizenettel valaszol, amely visszaigazolja a
kliensnek a bérlet véglegesitését. Ha az ajanlat mar nem érvényes egy esetleges idétullépés miatt,
vagy mert egy masik kliens mar megkapta a cimbérletet, akkor a kivalasztott szerver egy negativ
DHCP-nyugta (DHCPNAK) lzenettel valaszol. Amennyiben egy DHCPNAK-lizenet érkezik vissza, akkor
a kérelmezési folyamatot Ujra kell kezdeni egy DHCPDISCOVER (izenet kikildésével. Miutan a kliens
megszerezte a cimbérletet, a bérleti idd lejartakor azt egy Ujabb DHCPREQUEST Uzenettel meg kell
djitania.

Az IP-cimek egyediségét a DHCP-szerver biztositja (ugyanazt az IP-cimet nem lehet parhozamosan két
haldzati eszk6zhdz hozzarendelni). A DHCP hasznalata lehet6vé teszi, hogy a haldzati rendszergazdak
a kliensek IP-cimeit kdnnyen, a kliensek manualis mddositasa nélkil Ujrakonfiguralhassak. A legtébb
internetszolgdaltaté DHCP-t hasznal a statikus cimet nem igényld el6fizetdik cimkiosztasahoz.

Fajlatviteli protokoll

Egy masik altaldnosan hasznalt alkalmazasi rétegbeli protokoll a fajlatviteli protokoll (File Transfer
Protocol, FTP). Az FTP-t egy kliens és egy szerver kozotti adatatvitelre fejlesztették ki. Az FTP-kliens
egy FTP-démont (FTPd) futtatd szerverrdl val6 adatletdltésre vagy arra torténd adatfeltoltésre
szolgald alkalmazas.

Amint azt az dbra is mutatja, a kliens és a szerver kozotti sikeres adatatvitelhez az FTP két
kapcsolatot igényel. Egyet a parancsoknak és a valaszoknak, a masikat pedig a tényleges
fajlatvitelhez.

e Az elsd kapcsolatot a szerverrel a kliens kezdeményezi a kliens parancsaibél és a szerver
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valaszaibol allé vezérlési forgalomnak.

 Szintén a kliens kezdeményezi a tényleges adatatvitelre szolgalé masodik kapcsolatot is a
szerverrel. Ez a kapcsolat minden egyes adatatvitel alkalmaval Iétrejon.

Az adatatvitel mindkét iranyba megtdrténhet. A kliens tolthet le adatokat a szerverrdl és oda tolthet is
fel adatokat.

Server Message Block

Az SMB (Server Message Block) egy az IBM altal az 1980-as évek végén kifejlesztett kliens-szerver
fajlmegoszté protokoll, amely olyan osztott halézati eréforrasok szerkezetét irja le, mint példaul
konyvtarak, fajlok, nyomtatdk és soros portok. Ez egy kérés-valasz protokoll.

Az SMB-protokoll leirja a fajlrendszer elérését, valamint azt, hogy a kliensek hogyan kérhetik le a
fajlokat. Leirja tovabba az SMB-protokoll folyamatok kdzotti belsé6 kommunikaciéjat is. Minden SMB-
Uzenetnek kdzos a formatuma. Ez a formatum egy alland6 hosszusagu fejlécet és egy azt kovetd
valtozé méretl paraméter- és adatkomponenst hasznal.

Az SMB-lizenetek az aldbbiakra alkalmasak:

e Parbeszédek inditasa, hitelesitése és lezarasa.
e F3jl- és nyomtatoelérés vezérlése.
e Egy alkalmazas és egy masik eszkdz lizenetvaltasainak biztositasa.

Az SMB alapu fajilmegosztas és nyomtatas a Microsoft legfébb haldzati szolgaltatasaiva valt. A
Windows 2000 szoftversorozat megjelenésével a Microsoft megvaltoztatta az SMB altal hasznalt
mogottes strukturat. A Microsoft termékek korabbi verzidiban az SMB-szolgaltatasok névfeloldasra
még nem TCP/IP-re éplil6 protokollt hasznaltak. A Windows 2000-t6] minden Microsoft termék mar
DNS neveket hasznal, ami kézvetlenll tdmogatja az SMB-eréforrdsok TCP/IP protokoll alapu
megosztasat (Iasd 1. dbra). A 2. dbra két Windows PC kozti SMB-alapu fajlcserefolyamatot szemlélteti.

A fajlatviteli protokollal (FTP) ellentétben a fajimegosztasra a kliensek tartds kapcsolatokat épitenek ki
a szerverekkel. A kapcsolat létrejotte utan a kliens felhaszndléja a szerveren 1évé eréforrasokat helyi
erdforrasként tudja elérni.

A Linux és Unix operacids rendszerek egy SAMBA nev(i SMB-verzid alkalmazasaval biztositanak
maddszert a Microsoft halézatokkal torténd eréforras-megosztasahoz. Az Apple Macintosh operacios
rendszerek ugyancsak tamogatjak az SMB-protokoll alapu er6forras-megosztast.

From:
https://irh.inf.unideb.hu/~cisco/cisco/ - Halézati eszk6zok programozdasa

Permanent link:
https://irh.inf.unideb.hu/~cisco/cisco/doku.php?id=itn:15. fejezet - alkalmazasi_reteg

Last update: 2020/11/02 16:47

Halézati eszkdzOk programozasa - https://irh.inf.unideb.hu/~cisco/cisco/


https://irh.inf.unideb.hu/~cisco/cisco/
https://irh.inf.unideb.hu/~cisco/cisco/doku.php?id=itn:15._fejezet_-_alkalmazasi_reteg

	Alkalmazási réteg

